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A: Controller, contact information for data protection officer 

The party responsible for processing your data (controller) is Sixt rent a Car Ltd, Waterside Drive, Langley, GB Slough SL3 6EY (hereinafter also 
referred to as SIXT).  

If you have any questions regarding data protection, please address your query to the following email address: dataprotection@sixt.com. 

B: Purposes of data processing 

We carry out video surveillance at the SIXT rental branches for the following purposes:  

• prevention of fraud and vandalism 

• protection of life, health or freedom, especially of our employees 

• protection of our property, especially our vehicles 

• preservation of evidence and investigation of criminal offences 

C: Legal basis for processing 

Art. 6 (1) sentence 1 point f) GDPR: Pursuant to this provision, the processing of your personal data is lawful if such processing is necessary for the 

purposes of the legitimate interests pursued by the controller, i.e., SIXT, or by a third party, except where such interests are overridden by the 

interests or fundamental rights and freedoms of the data subject, i.e., you yourself. 

D: Legitimate interests pursued by us 

• prevention of fraud and vandalism 

• protection of life, health or freedom, especially of our employees 

• protection of our property, especially our vehicles 

• preservation of evidence and investigation of criminal offences 

E: Storage period or criteria for determining the storage period 

Video recordings are erased (overwritten) after a standard period of 72 hours. If a longer storage period is required, e.g. if it is necessary to extend 

the period to preserve evidence or to investigate a specific criminal offence, this data will be erased immediately as soon as it is no longer needed 

for such purposes.  

F: Recipients or categories of recipients of specific data 

We transmit the video recordings to the competent investigating authorities if this is necessary for the investigation of criminal offences or for the 

preservation of evidence. In addition, the service providers who maintain the technical equipment for video surveillance in the SIXT rental branches 

may have access to video data during maintenance work carried out by them.   

G: Your rights 

You have the right to request confirmation from SIXT as to whether personal data concerning you is being processed; if this is the case, you have 
right of access to your personal data and to receive the information listed in detail in Art. 15 GDPR.   

You also have the right to request that SIXT shall rectify inaccurate personal data concerning you without undue delay and, if necessary, to complete 
incomplete personal data (Art. 16 GDPR).  

You have the right to demand from SIXT that personal data concerning you be erased immediately if one of the reasons listed in detail in Art. 17 
GDPR applies, e.g. if the data is no longer needed for the purposes pursued (right to erasure).   

You have the right to request SIXT to restrict processing if one of the conditions listed in Art. 18 GDPR is met, e.g. if you have lodged an objection 

to processing, for the duration of the review by SIXT.   

You have the right to object, at any time, to the processing of personal data concerning you on grounds relating to your particular situation. SIXT 

will then no longer process the personal data unless we are able to demonstrate compelling legitimate grounds for processing that override your 

interests, rights and freedoms, or for the establishment, exercise or defence of legal claims (Art. 21 GDPR).  
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Without prejudice to any other administrative or judicial redress, you have the right to lodge a complaint with a supervisory authority if you 

believe that the processing of personal data concerning you is in breach of the GDPR (Art. 77 GDPR). You can exercise this right at a supervisory 

authority in the member state of your habitual residence, place of work or place of the alleged infringement. 

 


